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A joint solution from SYNESIS and Garland Technology

Full Visibility Packet Capture and Storage Without Packet Loss 

Today’s corporate information systems utilize applications that connect numerous business offices. When 
communication quality deteriorates or a security issue arises, a system administrator’s troubleshooting workflow 
includes going through massive volumes of timestamped packets, typical of conventional packet analyzers.

SYNESIS and Garland Technology offer an integrated solution to this problem via Garland Technology’s high 
performance network TAPs and aggregators, that deliver a complete copy of network traffic to the SYNESIS 
Network Packet Recorder for high speed data packet capture, without sacrificing high fidelity lossless packet 
capture performance at any Ethernet speed: 1G/10G/40G/100G. Easily find and extract the corresponding 
packet data for network issues by using connection flows, including timestamp information, alerts based on 
thresholds, as well as site addresses, applications, and selected server information.

Fully Distributed Visibility  
Accomplish sustained data capture of up to 100Gbps, by deploying Garland Network TAPs sending multiple 
monitoring links to an Advanced Aggregator, where the many monitoring links can be aggregated down to 
just a few links. These aggregated monitoring links will fill the capacity of the monitoring links, making the 
most of the available ports on SYNESIS Distributed packet network recorder, providing permanent installations 
big data packet capture where extended storage is a requirement.



Garland Technology is an industry leader delivering network products and solutions for enterprises, 
service providers, and government agencies worldwide. Since 2010, Garland Technology has 
developed the industry’s most reliable test access points (TAPs), enabling data centers to address 
IT challenges and gain complete network visibility. For more information, or learn more about the 
inventor of the first bypass TAP, visit GarlandTechnology.com or @GarlandTech.
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Garland Technology
Garland Technology provides a full platform of network 
access products including a range of Network TAPs, 
Advanced Aggregators and Network Packet Broker 
devices, supporting the entire wire spectrum from 
10/100M copper and 1G/10G/40G/100G

Key Capabilities

• Complete Network Visibility by passing all live 
wire data

• Ensure No Dropped Packets for out-of-band tools

• 100%, failsafe packet capture – all Network TAPs 
are tested and validated and have built-in failsafe 
and/or heartbeat technology.

• Reliable traffic aggregation, load balancing, and 
filtering – full control over traffic behavior and 
flexibility for aggregation and regeneration.

SYNESIS
SYNESIS Distributed provides permanent installations 
for big data packet capture where extended storage 
is a requirement. SYNESIS Distributed is ideal for 
Enterprise data centers, branch offices, small remote 
offices.  It can even accommodate the high packet 
capture demands of Service Providers.  It supports 
network interfaces of 1G, 10G, 40G, and 100G and 
guarantees packet capture performance up to 
100Gbps with zero packet loss.

Key Capabilities

• Detection of microburst traffic – SYNESIS will detect 
occurrences of microbursts against user defined 
threshold values during capture sessions. Related 
packets may be saved to trace files for more detailed 
analysis.

• Greatly reduces the extraction time of trace files 
(AANPM analysis) – SYNESIS incorporates the  
Application Aware Network Performance Method 
(AANPM) which can greatly reduce the time to detect 
and extract the target packet by saving a higher volume 
of information than current packet analyzers. This 
includes saving indexing information such as the IP 
address and ports concurrently during packet capture.
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